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Is it envy, jealousy or plain sour grapes that makes Western agencies accuse China of
Cyber spying? Hard to say but Western Bankers are far from happy after being trounced
in the Globalisation War.

The West imagined it couldn’t lose that one but an emerging COMMUNIST State wiped them out in
just three short decades. My, how times have changed! Centrally controlled Communism wipes its
arse with laissez-faire capitalism, we laughed while you all fed like round-eyed pigs at the troughs
we designed for your insatiable GREED!

The FACT is it was your GREED that killed your economies not us, we only provided the means,
irresistible cheap labour, it was you that 'outsourced' and transplanted production. We did
everything in plain view, you saw how we managed our currency and you knew the inevitable
consequence BUT your GREED knew no limits and you persisted until your house collapsed. It is that
simple!

No one dares speak the Truth lest the people begin adorning their streets with hanging executives!
How sweet it is!

We only agreed to delay shedding your poisonous currency in order to afford you the time to really
anger the people by offering INCOMPETENT, GREEDY, BANKERS EVERYTHING, including
complete control of your entire financial system! That is sure to work - the strange sound of distant
laughter again!

But this piece is really about hacking, something common to all high tech nations. Surely, you are
aware that IPs are easily spoofed (faked) in order for the real culprits to disguise their tracks; of
course the hacks indicate Chinese IPs but that proves NOTHING and your kiddie ‘experts’ know it!

It is highly probable that zombie 'botnets' exist in China as they do in the US but the master
command centre must be located and with numerous methods available to disguise or eliminate
digital ‘footprints’ its almost impossible to locate expert controllers (in real or cyber time). Indeed,
it’s a merry chase these hackers lead us on.

You are aware that expert hackers have gone ‘Uber’ (invisible); what are you REALLY chasing,
round-eyes, ghosts or propaganda; a foot in the door via the Dalai Fraud, perhaps? Not a chance.
Your tactics/dealings with that man have exposed him to be a religious fraud; a political operator
does not a Buddhist monk make, and now the whole world knows -- we couldn’t have done better
had we planned it.

Again and again you fall into a classic Asian trap, you create the circumstances for your own demise,
we simply 'micro manage' the situation! Learn to use the opponent’s strength to YOUR advantage,
Uncle -- subtlety was never one of your strong points!

OK, we will divulge a little (open) secret that all expert hackers know, ICMP and port 80 tunnels are
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the preferred methods of gaining access because they are open doors inviting all who have the ‘keys’
- now get a life before making wild accusations, losers!

Oh, did I omit to mention? We own the (digital) medium as we do YOUR currency -- do your
inadequate best, by all means, Oink!

You have no idea!
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