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Obama attempts to fix gate AFTER ‘bull’ has bolted!
by Kismo Friday, May 29 2009, 9:41am

international / miscellaneous / commentary

Ya gotta hand it to those yankee doodle dunces; first, their unrestrained GREED
outsources almost all banking and financial computer network maintenance and data
processing to developing nations; second, local third party companies that employ
citizens from marginal nations win contracts to maintain vital computer networks! After
gifting the ‘family jewels’ to strangers yankee doodle dumbfucks wonder why security
systems are so easily breached and vital networks so easily compromised. Well, doh!
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We (witnessed) NASA falling victim to Aussie hackers and watched the first DDOS dev code tested
on Yahoo, and down it went; ‘mixter’ WAS the man in those days!

I have stated openly and honestly for the benefit of the FREE WORLD that top tier, elite hackers
have since gone ‘Uber’ (invisible/undetectable) so do your best, lamers! It’s never too late to try and
carry water in bottomless buckets!

From our first forays into ‘sensitive’ computer networks in the early 80’s -- in order to demonstrate
for prospective clients their sub-standard computer security -- we realised the Achilles heel of the
future world would be digital systems; but we never imagined any nation would be so stupid as to
outsource critical aspects of their vital networks to strangers, only in America!

As stated previously, the game is already lost, ask your inept experts why banks and others do not
openly reveal the hundreds of millions lost each year or the amount of critical data that is
compromised!

Good luck, doodles and remember, A NATION WAS LOST FOR THE PRICE OF A KEYBOARD!

To the free world, we are ONE. To the crewz, we salute you.

BBC Report follows:

US to set out cyber security plan



US President Barack Obama has announced plans for securing American computer
networks against cyber attacks.

He announced the creation of a cyber security office in the White House, and said he
would personally appoint a "cyber tsar".

Both US government and military bodies have reported repeated interference from
hackers in recent years.

In a separate development, the Pentagon is to create a new military command for cyber
space, the New York Times said.

Mr Obama did not discuss the Pentagon plan during his speech. But he is expected to
sign a classified order to establish the military command in coming weeks, it reported,
citing officials.

'Serious threats'

The 60-day review was carried out by Melissa Hathaway, who has been serving as
interim White House cyber security adviser.

The new office is expected to co-ordinate a multi-billion dollar effort designed to restrict
access to government computers and to protect systems - such as those that run the
stock exchange and air traffic control - that keep the country going, reports BBC defence
and security correspondent Rob Watson.

Earlier this week, a White House spokesman said the review was the first step towards
securing America's cyber infrastructure.

"The administration recognises the very serious threats public and private sector
networks face from cyber crime and cyber attack," Robert Gibbs said on Tuesday.

"Recognising these threats, the president has elevated cyber security to a major
administration priority."

The US is particularly dependent on its computer networks and therefore particularly
vulnerable to cyber attacks.

In 2007 alone the Pentagon reported nearly 44,000 incidents of what it called malicious
cyber activity carried out by foreign militaries, intelligence agencies and individual

hackers, our correspondent says.

Experts have warned particularly of attempts by Chinese government hackers to access
official computers - something China denies.

Some recent Hacks:

April 2009: US government admits power grid is vulnerable after media reports that
Chinese and Russian spies have planted software that could shut it down

April 2009: China denies hacking into a system containing data on a new US fighter jet
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Nov 2008: Congressional panel says China has stepped up computer-based espionage
and is stealing "vast amounts" of sensitive information

Sep 2007: China denies reports its military hacked into the Pentagon in June of that year
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http://news.bbc.co.uk/1/hi/world/americas/8073654.stm
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