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Cyber Security addition to Oz Military Intelligence
by Kismo Friday, Jan 15 2010, 8:44am
national / peace/war / commentary

The Oz Minister of Defence, John Faulkner, who is currently finishing a sentence he
began this morning, finally managed to announce that the Defence Signals Directorate
(DSD) or ‘Sigs,’ as it is affectionately known, has expanded its intelligence brief to
include cyber security. Far be it from anyone ‘here’ to denigrate our Signals Corps but
the question arises, from where is the Oz Military recruiting the only people able to
‘fight’ a cyber war, undisciplined, elite, civilian HACKERS?

The USAF also attempted to obtain expertise in this area and was forced to openly advertise for
hackers, which, of course, was a source of great amusement in elite hacker circles at the time. We
are almost tempted to help out ourselves but while our Military continues to kow-tow to Washington
and participate in illegal, civilian killing wars in Iraq and Afghanistan, we are prohibited on moral,
ethical and legal grounds!

Today, mass murdering America is the enemy of all civilised societies and humanity in general. The
US stands condemned by its (criminal) record over the past decade, especially the horrendous
civilian holocaust it perpetrated in Iraq.

It is no secret [that] we have been waging cyber warfare against Washington and Wall St. criminals
for years. We may in the course of these activities and while monitoring the early efforts of Sigs
assist with some material. However, we expect Sigs to act on any intelligence provided or the supply
would be abruptly terminated. We hope that the national interest would be served prior to any other
and that traitorous, criminal elements in our Military – Kilcullen for example -- are dealt with swiftly
and comprehensively. If not, then good luck in your kindy, cyber sandpit, gentlemen!

In skill and expertise we stand second only to the Russians; the Chinese are a nation of ‘script
kiddies’ though they are beginning to improve with innovative code and methodologies;
nevertheless, they have a long way to go before they achieve ‘Uber’ (undetectable) grade. Digital
skill gaps are difficult to close as digital warriors constantly improve their skills or are surpassed by
promising younger students and trainees.

‘I love a sunburnt keyboard
A land of hex and code’

[Greetz to all the crewz and to 'ferrite,' the master, our gratitude!]

Postscript:
It is widely known in hacker and IT security circles that elite hackers NEVER work for ANY
governments; however, they have been known to assist in instances where interests and aims
coincide. We would expect a show of good faith prior to any assistance. The release of existing
information that would lead to the arrest of publicly known war criminal John Howard would suffice
at this stage. INTEGRITY is required, gentlemen -- it is an acquired habit; we recommend its
cultivation!
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